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Introduction

The use of communication technologies has become an indispensable phenomenon
for people. Internet use is becoming more widespread and has become essential part
of life (Dogan. 2016; Eroglu, 2016). Information and communication technologies are
developing quickly. At the beginning of the 21st century, adolescents began to use
the Internet actively. Blogs, social networks and instant messaging have created a
new world for young people (Antoniadou & Kokkinos, 2015). Developments and
changes that create a positive impact on the lives of individuals can nonetheless lead
to results that do not want conventional terms of individual and social. In this case,
information and communication-context can be seen more clearly as a product of
technological development (Ates & Guler, 2016). Especially when people use
communication tools intensively, there can be a rapid change in their relationships in
their daily lives.

Online participation does not only enable a person to reach information at his/her
fingertips; it also offers such benefits as entertainment and the means to learn various
social and emotional skills. For example, cyber environment provides a place for
expressing emotions in a healthy way, treating others tolerantly and respectfully,
critical thinking, decision making, self-control skill and learning (Berson, 2000). The
cyber world provides young people with such opportunities as self-discovery, social
support, playing games, communication with others and academic support
(Tokunaga, 2010). Therefore, information and communication technologies can be
said to provide a significant contribution in the life of young people.

If young people do not use the Internet in a positive way like discovering new
things and relaxing, they will not establish positive interactions with others in
cyberspace nor enhance developmental characteristics. A great majority of young
people use computers and the Internet in a negative and harmful way like causing
harm to others and exhibiting aggressive behaviors. The new form of online
aggression and victimization is called cyber bullying (Mishna, Cook, Gadalla, Daciuk
& Solomon, 2010). In other words young people can use communication
technologies to harm others.

Cyber bullying behaviors can be seen in different forms in daily life. A cyber bully
may establish communication with a victim by using a e-mail under a fake name or
creating imaginary accounts on social media sites. At the same time, an individual
might become the victim of cyber bullying while playing a game, at school, home or
in his/her private quarters. Due to the use of modern technology, we may come
across cyber bullying behaviors any time of day. A benefical therefore technology
has made possible new form of bullying and may be abused (Paullet & Pinchot,
2014). In short, we can face cyber bullying behavior just about every where.

When examining the literature of different countries regarding the prevalence of
cyber bullying, the author discovered numerous studies. Cyber bullying is
commonly observed in the early adolescent and adolescent ages. For example, in a
study carried out with secondary and high school students, nearly half the students
had experienced cyber victimization and 34% of them been cyber bullies themselves



Adem PEKER / Eurasian Journal of Educational Research 67 (2017) 1-15 | 3

(Mishna et al., 2010). In another study, the rate of the students falling victim to cyber
bullying was about 19% and that of the students being cyber bullies was about 17%
(Heiman, Olenik-Shemesh & Eden, 2015). Jung et al., (2014) found that one of ten
students did cyber bullying, while Felmlee and Faris (2016) determined that 5.8 % of
the young people aged between 14-18 years old fell victim to cyber bullying. Ramsey,
Dilalla and Mccrary (2015) found out that 5% of the young people aged between 18-
22 years old were cyber victims. DePaolis and Williford (2014) determined that
approximately 18% of middle school students were cyber victims. In summary,
studies in the literature have shown that cyber bullying is increasingly a common.

Exposure to cyber bullying can negatively affect the psychology of individuals.
Individuals being subjected to cyber bullying have low self-esteem, lack of
concentration and suicidale thoughts (Bauman & Newman, 2013; Bonanno & Hymel,
2013). Studies have found a significant relationship between cyber bullying and
emotional problems (Sjurso, Fandrem & Roland, 2016). It is reported that cyber
bullied people experience excessive levels stress (Wright, 2015), sorrow, and
desperation (Raskauskas & Stoltz, 2007, Wolak, Mitchell & Finkelhor, 2006);
depression and emotional problems (Brown, Demaray & Secord, 2014). Research
results show the mental health effects of exposure to cyber bullying.

Exposure to the cyber bullying can affect the school life and friendship
relationships of adolescents. However, it is emphasized that in students subjected to
cyber bullying display such problems as not wanting to go to school and fear of
attending school (Raskauskas & Stoltz, 2007). Cyber bullying events arise generally
from relationship problems in cyber environment such as jealousy, intolerance, and
upsetting others (Akbulut & Eristi, 2011). As a result, young people spend a lot of
time on the Internet. A adverse situations in daily life can lead to cyber bullying
behavior online.

In the study, self-control is one concept examined. Self-control is described as
how an individual's regulates” and controls his/her feelings, thoughts and behaviors
in order to establish good reationships with others (Baumeister, Bratlavsky, Muraven
& Tice, 1998; Muraven, Tice & Baumeister, 1998). Gottfredson & Hirschi (1990) state
that individuals with low self-control have such characteristics as impulsively and
selfish behavior, taking pleasure in risk-taking a preference for physical activities
instead of mental ones, and a preference for choosing simple tasks over complicated
ones. For this reason, the behaviors of individuals with low self-control aim at short-
term targets and are shaped according to impulsive pleasure-taking (Hirschi &
Gottfredson, 1993). Family attitudes play an important role in the development of
low self-control.

It is reported that low self-control affects victims both indirectly and directly. For
victims, the possibility of encountering more frequent risky situations and
encountering criminal behaviors of individuals with insufficient self-control have a
direct impact. Making decisions about situations to reveal their faults affects
individuals with low self-control as victims directly (Bossler & Holt, 2010). It was
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reported that low self-control is related to the display of violent behaviors (Schreck,
Stewart & Fisher, 2006), being a victim (Holtfreter, Reisig & Pratt, 2008), exhibition of
reckless behaviors (Forde & Kennedy, 1997), risky life styles (Stewart, Elifson & Sterk
2004), commission of crimes (Schreck, Wright & Miller, 2002), positive emotions,
learner engagement, academic achievement (King & Gaerlan, 2014). Ultimately,
researchers reported problematic behavior caused by low self-control.

Purpose of The Study

Studies have revealed that cyber bullying as a by product of abusing information
and communication technologies is a gradually increasing problem among children
and young people. The advancing technology could make enhance this problem even
worse. For this reason, studies on how to carry out preventive measures are
increasing. It is projected that this study could make a contribution to preventive
method. Finding the relationship between self-control and cyber victimization in
adolescents would be provide an important resource for field specialists (i.e.,
psychological counselors, psychologists, social service specialists and school
administrators) in prevention. In this direction, the purpose of this study is to
examine the predictive effect of self-control on cyber victimization.

Method
Research Design
To examine predictive relationships between self-control and cyber victimization,
the descriptive relational model was used in the study. The theoretical model
developed in order to account for the relationship between adolescents' self-control
and cyber victimization was tested.

Research Sample

The study group was composed of 353 students receiving education at five high
schools in the city of Erzurum, Turkey in the 2014-2015 educational year. Two
hundred and nine participants (59.2% of the total) were female and 144 (40.8%) were
male. The grade break down of students was roughly equal: 26.6% were in 9th grade;
29.6% were in 10th grade; 31.2% were in 11th grade; and 13.6% were in 12th grade.

Research Instrument and Procedure

Brief self-control scale (BSCS). One of the data collection tools used in the study is
the Brief Self-Control Scale. The scale was adapted into Turkish by Nebioglu, Konuk,
Akbaba, Eroglu (2012). The reliability coefficient for the entire scale was found to be.
.83; for the dimension of impulsivity, it was .81; for the dimension of self-discipline, it
was .87. The test-retest reliability for the whole of the scale was determined to be .88;
for the dimension of impulsivity, .83; for the dimension of self-disciplin, .85.

Cyber victimization and bullying scale (CVBS). In order to determine the students'
cyber bullying and cyber victimization behaviors, the CVBS developed by Cetin,
Yaman and Peker (2011) was used. The scale is composed of two forms and the
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dimensions of cyber language victimization/bullying (CLV/B hiding identity (HI)
and cyber forgery (CF). There are 22 questions in the scale. The scale was evaluated
via using five-point Likert type grading. Within the scope of this study, the cyber
victimization form was used. The internal consistency of the CVS was found to be
.89. The internal consistency coefficients were .86, .80 and .68 respectively for the CF,
CLV and HI sub-dimensions of the scale; the test-retest reliability coefficients were
.87, .80 and .69. The increase observed in the total score obtained for the CVS
indicates an increase in the possibility of experiencing cyber bullying.

Data Analysis

Before analyzing the data of the study, for the multivariate data, in order to
determine values which are likely to affect the normal distribution, the Mahalanobis
distance values were calculated. As a result of this calculation procedure, scales
belonging to four people were excluded from the data set. After this procedure,
analyses were conducted of 353 pieces of data. The relationships between self-control
and cyber victimization were examined via Pearson Product-Moment Correlation;
the predictive effect of self-control on cyber victimization was examined using
structural equation modelling. Shumacker and Lomax (2004) described structural
equation modelling as a statistical approach revealing causal and mutual
relationships between observed and latent variables to test a theoretical model. In the
study, analyses of the data were made via using the LISREL 8.54 and SPSS 21.00
programs.

Results

The result of the analyse of the data obtained from the study, the relationship
between adolescents' self-control and cyber victimization behaviors, the means and
the standard deviation values are presented in Table 1.

Table 1.
Pearson Correlation Analysis Results Related to Relationships Between Self-Control and
Cyber Victimization

Variables 1 2 3 4 5

1 Impulsivity

2 Self-Discipline .30* 1

3 Cyb'er Fan'guage 33+ _1g* 1
Victimization

4  Hiding Identity -22* -11* .58* 1

5  Cyber Forgery =17 -11* .66* .65* 1
X 15.45 14.78 9.81 7.54 12.78
Sd 415 3.00 4.07 3.37 4.65

*p<.05
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When Table 1 is examined, significant negative relationships are observed at low
and moderate levels between the impulsivity and self-discipline sub-dimensions on
the self-control scale and the cyber language victimization, hidden identity and cyber
forgery sub-dimensions of the cyber victimization scale. Moreover, it is observed that
the sub-dimensions on the cyber victimization scale are significantly positively
related with one another at a moderate level. Furthermore, a significant positive
relationship between the impulsivity and self-discipline sub-dimensions of the self-
control scale are found at a moderate level.

Structural Equation Modelling

Having determined the significant relationships between self-control and cyber
victimization, the predictive effect of self-control on cyber victimization was tested
via structural equation modelling. The latent variable of self-control (SC) was
measured via the observed variables of impulsivity and self-discipline. The latent
variable of cyber victimization (CV) was measured via the observed variables of
cyber language victimization (clv), hiding identity (hi) and cyber forgery (cf). The
findings related to the predictive effect of the latent variable of self-control (SC) on
the latent variable of cyber victimization (CV) are shown in Figure 1.

im Y 7 79 /V hi
e
41 %3
sd / . \A cf

Xx2:3.13, sd:3, p:.37, RMSEA: .011

Figure 1. Structural equation model between self-control and cyber victimization

Figure 1 show the implicit variable of self-control (SC) covering impulsivity and
self-discipline predicts negatively the implicit variable of cyber victimization
covering the sub-dimensions of cyber language victimization, hiding identity and
cyber forgery (p=-.40, t= -4.47). It was determined that all the paths shown in the
model were significant (x2/sd= 1.04, NFI= .99, CFI=.99, GFI =.98, AGFI= .98, SRMR=
.014 ve RMSEA= .011; Byrne, 2010; Kline, 2011). This finding suggest that self-contol
has a significant effect on being subjected to cyber bullying in adolescents. In other
words, the obtained findings revealed that adolescents' increasing self-control levels
decrease their chances of experiencing cyber victimization.

Coefficients of Determination Related to Structural Equation Model

The findings related to self-control's coefficients accounting for the variance in
cyber victimization are given in Table 2.
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Table 2.
Coefficients of Determination Related to Structural Equation Modelling
Accordance Parameter Coefficient Value

1. Impulsivity .53
2. Self-discipline 17
3.Cyber language victimization .62
4. Hiding identity .57
5. Cyber forgery .70

When Table 2 is examined, it can be observed that self-control (SC) accounts for
53% of the impulsivity variance and 17% of the self-discipline variance in the
measurement model related to self-control. Moreover, in the measurement model
related to cyber victimization, cyber victimization (CV) accounts for 62% of the
variance in cyber language victimization, 57% of the variance in hiding identity and
70% of the variance in cyber forgery. It was determined that the self-control latent
variable accounted for 18% of the variance in the cyber victimization latent variable.
Findings Related to Total and Indirect Effects in Structural Modelling

The total effects of the SC implicit variable on impulsivity and self-discipline and
those of the CV latent variable on cyber language victimization, hiding identity and
cyber forgery and the indirect effects of the SC latent variable on the observed
variables of CV are shown in Table 3.

Table 3.
Total and Indirect Effects Determined In Relation To Structural Equation Modelling
Total Effect Indirect Effect
Observed Variables Self- Cyber Self-Control
Control Victimization
1. Impulsivity 73
2. Self-discipline 41
3. Cyber language 79 -1.30
victimization
4. Hiding identity 76 -1.03
5. Cyber forgery 83 -1.57

When the values given in Table 3 are examined, it is observed that the self-control
latent variable (SC) directly affects the variables of impulsivity and self-discipline;
the cyber victimization latent variable (CV) directly affects the variables of cyber
language victimization, hiding identity and cyber forgery. Moreover, the observed
variables of impulsivity and self-discipline indirectly affects the observed variables of
the cyber victimization scale over the SC latent variable. In other words, the SC latent
variable indirectly affect the indicative variables of the CV latent variable and it was
found that this effect was not direct.
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Discussion and Conclusion
Discussion

This study examined, the predictive effect of self-control, composed of the
dimensions of impulsivity and self-discipline on adolescents' experiences of cyber
victimization. The predictive effect of self-control on cyber victimization was tested
with the structural equation modelling. As a result of testing the structural equation
modelling, it was found that the self-control latent variable accounted for 18% of the
cyber victimization latent variable and self-control predicted cyber victimization in a
negative way. The findings revealed that if adolescents' self-control levels increased,
the possibility of their experiencing cyber victimization decreased. This result is
consistent with research findings indicating that low self-control increases cyber
victimization (Bossler & Holt, 2010; Vazsonyi, Machackova, Sevcikova, Smahel &
Cerna, 2012). In light of the findings obtained from the study, self-control appears to
be a strong predictor of cyber victimization in adolescents; as self-control decreases,
exposure to cyber bullying is likely to increase. One adolescents being cyber bullied
their low self-control level. In other words, self-control is a negative risk factor in
terms of cyber victimization.

Researchers have shown that the behavior of individuals with low self-control.
Since individuals with low self-control make impulsive decisions, this may lead to
them to involvement in criminal behaviors. Hence, their risk of being a victim
increases (Higgins, Fell & Wilson, 2006; Higgins & Makin, 2004). As individuals with
low self-control, they may display risky behaviors. Although these actions give
pleasure to an individual for a short period of time, they may, at the same time, lead
them to become victims and to encounter harmful software (Bossler & Holt, 2009).
However, individuals may interact with people who they do not know in chat rooms
and cyber environments and, as a result, be subject to harmful behaviors (Gilboa,
1996; Hinduja & Patchin, 2008). As a result, individuals with low self-control may
show risky behavior in the virtual environment. This situation can lead to life cyber
bullying.

Researchers indicate that individuals with low self-control have problems in
contact with others. It is stated that individuals with low self-control have difficulty
estabishing relationships with others and low empathy levels and social ties. At the
same time, they may interpret other people's intentions incorrectly (Gottfredson &
Hirschi, 1990). It is emphasized that people with difficulty evaluating other people's
intentions in face-to-face interactions have an important disadvantage in on-line
environments (Herring, 1999; Wall, 2001). As a result, these experiences may lead to
decreasing social support and experiences of victimization. In this context,
individuals with low self-control can easily be frustrated in the cyber environment.

Virtual environments provide opportunities for individuals to express
themselves. This can lead to loss of self-control. Thoughtless or aggressive behaviors
in the online environment may lead to victimization in the cyber environment.
People who cannot cope with others in the online environment may use conflict-
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prone and aggressive language when establishing communication (Gilboa, 1996;
Herring, 1999). Individuals with low tolerance may harm others and exhibit more
threatening behaviors in their online social interactions (Bossler & Holt, 2010).
Individuals with low self-control are associated with peers that support the cyber
crime (Higgins et al., 2006). As a result, people with low self-control of virtual
environments are provided to describe themselves using the wrong conditions can
lead to cyber victimization.

Researchers have reported that the reason they are victims of the personality
traits of individuals with low self-control. It is reported that since individuals with
low self-control exhibit risky behaviors and have characteristics increasing the
possibility of their getting involved in crime such as impatience, insensitiveness and
impulsivity that increase, the possibility of their getting involve in crime being a
victim increases (Gottfredson & Hirschi, 1990). Moreover, individuals with low self-
control may peers who tend to get involved in risky situations and commit crimes
(Schreck et al., 2002). As a result, having low self-control can lead to cyber
victimization.

Individuals with low self-control may be exposed to cyber bullying behavior in
cyberspace. Young people with low self-control are more likely to be engaged in a
risky lifestyle and subjected to other crimes (Bossler & Holt, 2010; Schreck et al.,
2006). Since individuals with low self-control spend too much time online and share
too much personal information (Holt, Bossler & May, 2012), they may be subjected
to cyber bullying. Since individuals with low self-control often engage in risky
behaviors in the online environment to get short-term pleasure, they may become
victims (Bossler & Holt, 2010; Holt et al., 2012). Consequently, the personal
characteristics of individuals with low self-control are contributing to their becoming
victims of cyber bullying.

Conclusion

This study found that self-control predicted cyber victimization in a negative
way. The structural modelling analysis indicated that the model related to self-
control's prediciting cyber victimization was acceptable and the model could account
for the relationships between the observed and the latent variables sufficiently.
According to the research results, the adolescents' decreasing self-control related to
impulsivity and lack of self-discipline, thus leading to their experiencing cyber
victimization.

Recommendations

The findings of the study should be taken into account with the limitations. As a
data collection tool, the self-control scale composed of two sub-dimensions, and the
cyber victimization scale composed of three sub-dimensions, were used. Further
studies could repeat the study using different scales related to self-control and cyber
victimization. Hence, results of those studies could be compared and more detailed
findings can be obtained. Another limitation of the study was its inclusion of
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adolescent students aged between 14-18 years old. For this reason, the obtained
results must be evaluated according to students in this age group. It is not possible to
generalize the results of the study to other age groups. Replication of the study with
students from different educational stages would increase the generalizability of the
results. Counselors could then place students in activities to improve their self-
control skills.

References

Akbulut, Y., & Ersti, B. (2011). Cyberbullying and victimisation among Turkish
university students. Australasian Journal of Educational Technology, 27(7),
1155-1170.

Antoniadou, N., & Kokkinos, C.M. (2015). Cyber and school bullying: Same or
different phenomena? Aggression and Violent Behavior, 25, 363-372.

Ates, B., & Guler, M. (2016). Ergenlerde siber zorbaligin yordayicisi olarak algilanan
sosyal yetkinlik ve toplumsal kayg1. [Perceived social competence and social
anxiety as a predictor of cyberbullying in adolescents]. Erzincan Universitesi
Egitim Fakultesi Dergisi, 18(1), 391-408.

Bauman, S., & Newman, M.L. (2013). Testing assumptions about cyberbullying:
Perceived distress associated with acts of conventional and cyberbullying.
Psychology of Violence, 3, 27-38.

Baumeister, R.F., Bratlavsky, E., Muraven, M., & Tice, D.M. (1998). Ego depletion: Is
the active self a limited resource? Journal of Personality and Social Psychology,
74,1252-1265.

Berson, M.J. (2000). The computer can’t see you blush. Kappa Delta Pi Record, 36(4),
158-162.

Brown, C.F., Demaray, M. K., & Secord, S.M. (2014). Cyber victimization in middle
school and relations to social emotional outcomes. Computers in Human
Behavior, 35, 12-21.

Bossler, AM., & Holt, T.]. (2010). The effect of self-control on victimization in the
cyber world. Journal of Criminal Justice, 38, 227-236.

Bossler, AM., & Holt, T.J. (2009). On-line activities, guardianship, and malware
infection: An examination of routine activities theory. International Journal of
Cyber Criminology, 3, 400-420.

Bonanno, R.A., & Hymel, S. (2013). Cyber bullying and internalizing difficulties:
Above and beyond the impact of traditional forms of bullying. Journal of
Youth and Adolescence, 42, 685-697.

Byrne, B.M. (2010). Structural equation modeling with AMOS: Basic concepts, applications,
and programming (2nd ed.). New York: Taylor and Francis.



Adem PEKER / Eurasian Journal of Educational Research 67 (2017) 1-15 | 11

Cetin, B., Yaman, E., & Peker, A. (2011). Cyber victim and bullying scale: A Study of
validity and reliability. Computer&Education, 57(4), 2261-2271.

DePaolis, K., & Williford, A. (2014). The nature and prevalence of cyber victimization
among elementary school children. Child Youth Care Forum, 44, 377-393.

Dogan, U, & Tosun, N.I. (2016). Lise ogrencilerinde problemli akilli telefon
kullanimmin sosyal kaygt ve sosyal aglarin kullanimina aracilik etkisi.
[Mediating effect of problematic smartphone use on the relationship
between social anxiety and social network usage of high school students].
Adiyaman Universitesi Sosyal Bilimler Enstitiisii Dergisi, 8(22), 99-128.

Eroglu, Y. (2016). Universite ogrencilerinde problemli internet kullaimu: fliskisel-
karsilikli bagimli benlik kurgusu ve dirtuselligin yordama gtigleri.
[Problematic internet use in university students: The predictive stenght of
relational-interdependent self-construal and impulsivity]. Turkish Studies,
11(3), 1091-1114.

Felmlee, D., & Faris, R. (2016). Toxic ties: Networks of friendship, dating, and cyber
victimization. Social Psychology Quarterly, 79(3), 243-262.

Forde, D.R., & Kennedy, L. W. (1997). Risky lifestyles, routine activities, and the
general theory of crime. Justice Quarterly, 14, 265-294.

Gilboa, N. (1996). Elites, lamers, narcs and whores: Exploring the computer underground.
In L. Cherny & E. R. Weise (Eds.), Wired women: Gender and new realities
in cyberspace (pp. 98-113). Seattle, WA: Seal.

Gottfredson, M.R., & Hirsch, T.A. (1990). General theory of crime, Stanford, CA:
Published by Stanford University Press, 85-123.

Heiman, T., Olenik-Shemesh, D., & Eden, S. (2015). Cyberbullying involvement
among students with ADHD: Relation to loneliness, self-efficacy and social
support. European Journal of Special Needs Education, 30(1), 15-29.

Herring, S.C. (1999). The rhetorical dynamics of gender harassment online. The
Information Society, 15, 151-167.

Higgins, G.E., Fell, B.D., & Wilson, A.L. (2006). Digital piracy: Assessing the
contributions of an integrated self-control theory and social learning theory
using structural equation modeling. Criminal Justice Studies, 19, 3-22.

Higgins, G.E., & Makin, D.A. (2004). Self-control, deviant peers, and software piracy.
Psychological Reports, 95, 921-931.

Hinduja, S., & Patchin, J.W. (2008). Cyberbullying: An exploratory analysis of factors
related to offending and victimization. Deviant Behavior, 29, 129-156.

Hirschi, T., & Gottfredson, M. (1993). Commentary: Testing the general theory of
crime. Journal of Research on Crime and Delinquency, 30, 47-54.



12 | Adem PEKER / Eurasian Journal of Educational Research 67 (2017) 1-15

Holtfreter, K., Reisig, M.D., & Pratt, T.C. (2008). Low self-control, routine activities,
and fraud victimization. Criminology, 46, 189-220.

Holt, T.J., Bossler, A.M., & May, D. (2012). Lowself-control, deviant peer associations,
and juvenile cyberdeviance. The American Journal of Criminal Justice, 37, 378-
395.

Jung, Y.E.,, Leventhal, B., Kim, Y.S,, Park, T'W.,, Lee, S.H., Lee, M., Park, SH., Yang,
J.C, Chung, Y.C., Chung, SK., & Park, J. I. (2014). Cyberbullying,
problematic internet use, and psychopathologic symptoms among Korean
youth. Yonsei Medical Journal, 55(3), 826-830.

King, R.B.,, & Gaerlan, M.J. M. (2014). High self-control predicts more positive
emotions, better engagement, and higher achievement in school. European
Journal of Psychology of Education, 29(1), 81-100.

Kline, R.B. (2011). Principles and practice of structural equation modeling. New York: The
Guilford.

Mishna, F., Cook, C., Gadalla, T., Daciuk, J., & Solomon, S. (2010). Cyber bullying
behaviors among middle and high school students. American Journal of
Orthopsychiatry 80(3), 362-374.

Muraven, M., Tice, D.M., & Baumeister, R.F. (1998). Self-control as a limited resource:
Regulatory depletion patterns. Journal of Personality and Social Psychology, 74,
774-789.

Nebioglu, M., Konuk, N., Akbaba, S., & Eroglu, Y. (2013). The investigation of
validity and reliability of the Turkish version of the brief self-control scale.
Bulletin of Clinical Psychopharmacology, 22(4), 340-351.

Paullet, K., & Pinchot, J. (2014). Behind the screen where today’s bully plays:
Perceptions of College Students on Cyberbullying. Journal of Information
Systems Education, 25(1), 63-69.

Ramsey, J.L., Dilalla, L.F., & Mccrary, M.K. (2015). Cyber victimization and
depressive symptoms in sexual minority college students. Journal of School
Violence, 15, 483-502.

Raskauskas, J., & Stoltz, A.D. (2007). Involvement in traditional and electronic
bullying among adolescents. Developmental Psychology, 43, 564-575.

Schreck, C.J., Stewart, E.A., & Fisher, B.S. (2006). Self control, victimization, and the
influence on risky lifestyles: A longitudinal analysis using panel data.
Journal of Quantitative Criminology, 22, 319-340.

Schreck, CJ., Wright, R.A.,, & Miller, JM. (2002). A study of individual and
situational antecedents violent victimization. Justice Quarterly, 19, 159-180.

Sjurso, LR., Fandrem, H., & Roland, E. (2016). Emotional problems in traditional and
cyber victimization. Journal of School Violence, 15, 114-131.



Adem PEKER / Eurasian Journal of Educational Research 67 (2017) 1-15 | 13

Stewart, E.A., Elifson, KW., & Sterk, C.E. (2004). Integrating the general theory of
crime into an explanation of violent victimization among female offenders.
Justice Quarterly, 21, 159-181.

Tokunaga, R.S. (2010). Following you home from school: A critical review and
synthesis of research on cyberbullying victimization. Computers in Human
Behavior, 26(3), 277-287.

Vazsony, A.T., Machackov, H., Sevcikova, A., Smahel, D., & Cerna, A. (2012).
Cyberbullying in context: Direct and indirect effects by low self-control
across 25 European countries. European Journal of Developmental Psychology,
9(2), 210-227.

Wall, D.S. (2001). Cybercrimes and the internet. In D. S. Wall (Ed.), Crime and the
Internet (pp. 1-17). New York: Routledge.

Wolak, J., Mitchell, K.J., & Finkelhor, D. (2006). Online victimization of youth: Five years
later. Washington, DC: National Center for Missing and Exploited Children.

Wright, MLF. (2015). Cyber victimization and perceived stress: Linkages to late
adolescents’ cyber aggression and psychological functioning. Youth &
Society, 47(6), 789-810.

Ergenlerde Oz-Kontrol ile Siber Magduriyet Arasindaki Iliskinin
Incelenmesi
Atif:

Peker, A. (2017). An examination of the relationship between self-control and cyber
victimization in adolescents. Eurasian Journal of Educational Research, 67, 1-15
http:/ /dx.doi.org/10.14689/ ejer.2017.67.1

Ozet

Problem Durumu: 21. ytizyilin basinda ergenler interneti etkin bir sekilde kullanmaya
baslamuslardir. Bloglar, sosyal aglar ve anlik mesajlasma gencler icin yeni bir diinya
olusturmustur. Bu yeni diinyaya katiimin kisiye parmaklarimin ucunda bilgilere
ulasmalariin yaninda eglenme, cesitli sosyal ve duygusal becerileri 6gretme gibi
yararlar1 bulunmaktadir. Ornegin siber ortam saglkli sekilde duygularini ifade
etmek, baskalarina hosgorii ve saygi ile bakabilmek, elestirisel diistinme, karar
verme, kendini kontrol etme becerisi ve yeni seyler 6grenme icin bir mekan
saglamaktadir. Siber diinya genclerin kendinin kesfetme, sosyal destek alma, oyun
oynama, bilgiye ulasma, baskalariyla iletisim kurma ve akademik destek alma gibi
benzersiz firsatlar sunmaktadir. Genglerin biiytik ¢cogunlugu bilgisayar1 ve interneti
olumlu ve yararli bir sekilde kullanmalarina ragmen baskalarina zarar vererek,
saldirganlik davranislar gosterme seklinde de kullanabilmektedirler. Online
saldirganligin ve magduriyetin yeni formu siber zorbalik olarak adlandirilmaktadir.
Siber zorbalik elektronik metin araciligiyla tekrarlanan bir sekilde kasith olarak
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baskalarina zarar verecek davraniglar olarak tanmimlanmaktadir. Bir diger ifade ile
siber zorbalik bilisim ve iletisim teknolojilerinin bir kisi yada gruba hakaret etmek,
iftira atmak ve alay etmek amaciyla kasitlt ve tekraralanan agresif davranislar olarak
belirtilmektedir. Siber zorbalik teknolojik araglarin olumsuz bir 6zelligi olarak
goriilmektedir.

Siber zorba, farkli bir e-posta kullanarak ya da sosyal medya sitelerinde hayali
hesaplar olusturarak magdurla iletisim kurabilir. Ayn1 zamanda siber zorbalik oyun
oynarken, okulda, evde ya da kisinin 6zel alaninda bireyin karsisina cikabilir.
Insanlar modern teknolojinin kullanimi ile birlikte 24 saat siber zorbalik
davrarnigilarla kargilagabilirler.

Arastirmamin Amaci:  Arastirmalar  bilisim  ve iletisim teknolojilerinin  kotiiye
kullanilmas: sonucunda olusan siber magduriyetin cocuklar ve gencler arasinda
giderek artan bir problem oldugunu ortaya koymaktadir. Ozellikle teknolojinin
gelismesi bu sorunun giderek biiytimesine yol acacag diistiniilmektedir. Dolayisiyla
siber zorbalik davranislara maruz kalmayi onlemeye iliskin calismalarinin nasil
olacag1 yoniinde arastirmalar hiz kazanmaktadir. Bu calismanin da onleme
calismalarma katki saglayacagi on goriilmektedir. Ergenlerde 6z-kontrol ile siber
magduriyet arasindaki iliskinin ortaya konulmasimin miidahale calismalari icin alan
uzmanlarina (psikolojik danismanlar, psikologlar, sosyal hizmet uzmanlar: ve okul
yoneticileri) énemli bir kaynak saglayacagi diisiintilmektedir. Bu dogrultuda bu
arastirmanin amact 6z-kontroliin siber magduriyet tizerindeki yordayici etkisinin
incelenmesidir.

Arastirmamin - Yontemi: Arastirmada 6z-kontrol ve siber magduriyet arasindaki
yordayia iligkileri incelemek igin iliskisel tarama modeli kullanilmistir. Calismada
ergenlerin 6z-kontrolii ile siber magduriyet arasindaki iliskiyi aciklamaya yonelik
gelistirilen teorik model test edilmektedir. Arastirmanin calisma grubu 2014-2015
egitim ogretim yilinda Tuirkiye’deki Erzurum ilinde bes farkli ortadgretim okulunda
ogrenim goren 353 6grenciden olusmaktadir. Calisma grubunun 209 (%59,2) tanesi
kiz, 144 (%40,8) tanesi ise erkektir. Ogrencilerin %26,6's1 9.smufta, %29,6's1 10. sinifta,
% 31.2'si, 11.smufta ve %13'6's1 12. sinufta 6grenim gormektedir. Arastirma verilerine
iliskin analiz yapilmadan ¢nce ¢ok degiskenli veriler icin normallik dagilimini
etkilemesi olast degerleri belirlemek icin Mahalanobis uzaklik degerleri
hesaplanmistir. Bu hesaplama islemi sonucunda 4 kisiye ait 6lgekler veri setinden
gikarilmistir. Bu islemden sonra 353 veri ile analizler siirdiirtilmiistiir. Arastirmada
oz-kontrol ile siber magduriyet arasindaki iligskiler Pearson momentler carpim
korelasyonu ile; 6z-kontroliin siber magduriyet tizerindeki yordayici etkisi yapisal
esitlik modeli incelenmistir. Aragtirmada verilerin analizleri LISREL 8.54 ve SPSS
21.00 programlar: araciligryla yapilmustir.

Arastirmamin Bulgulari: Arastirmanin sonucunda 6z-kontrol o6lceginin alt boyutlar
olan diirtiisellik ve 6z-disiplinle siber magduriyet 6lgeginin alt boyutlar1 olan siber
dilsel magduriyet, kimligi gizleme ve siber sahtecilik arasinda negatif yonde dustik
ve orta diizeyde anlaml iliskilerin oldugu goriilmektedir. Ayrica siber magduriyet
Olgeginin alt boyutlarmin birbirleriyle orta diizeyde ve pozitif yénde anlamli bir
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iliskinin oldugu gozlenmektedir. Bunun yanisira 6z-kontrol ¢lgeginin diirtiisellik ve
ozdisiplin arasinda pozitif yonde, orta diizeyde, anlamli bir iliskinin oldugu
belirlenmistir. Oz-kontroliin siber magduriyet {izerindeki yordayici etkisi yapisal
esitlik modeli ile test edilmistir. Yapisal esitlik modeli analizi sonucunda dirtiisellik
ve Oz-disiplini kapsayan 6z-kontrol ortiikk degiskeninin (OZK) siber dilsel
magduriyet, kimligi gizleme ve siber sahtecilik alt boyutlarini kapsayan siber
magduriyet ortiik degiskenini (SM) negatif yonde yordadig: gozlenmektedir (p=-.40,
t= -4.47). Modelde gosterilen tiim yollarin anlamli oldugu belirlenmistir (x2/sd=
1.04, NFI= .99, CFI=.99, GFI =98, AGFI= .98, SRMR= .014 ve RMSEA= .011). Elde
edilen bu bulgu 6z-kontroliin ergenlerde siber zorbaliga maruz kalma tizerinde
anlaml1 bir etkisinin oldugu seklinde degerlendirilebilir.

Arastirmanin Sonuglart ve Onerileri; Bu arastirmada diirtiisellik ve oz-disiplin
boyutlarindan olusan 6z-kontroliin ergenlerin siber magduriyet yasama tizerindeki
yordayici etkisi incelenmistir. Arastirma sonucunda 6z-kontrol ile siber magduriyet
arasinda anlamli iliskilerin oldugu gorilmiistiir. Arastirmanin diger bir sonucunda
oz-kontrol (OZK) ortiik degiskeninin siber magduriyet (SM) ortiik degiskenini
negatif yonde ve anlamli bir diizeyde yordadig: belirlenmistir. Ayrica arastirmada
OZK ortiik degiskeninin siber dilsel magduriyet, kimligi gizleme ve siber sahtecilik
gozlenen degiskenleri tizerinde dolayl etkilere sahip oldugu tespit edilmistir. Analiz
sonucunda, z-kontroliin siber magduriyetin % 18’ini agikladig1 saptanmuistir.

Calismanin bulgulari, goz éntinde bulundurulmas: gereken smirliliklar ile dikkate
almnmalidir. Bu ¢alismada veri toplama araci olarak iki alt boyuttan olusan 6z-kontrol
olgegi ve {ii¢ alt boyuttan olusan siber magduriyet 6lgegi kullanilmustir. Gelecekte
yapilacak calismalarda ©z-kontrol ve siber magduriyet ile ilgili farkli olgekler
kullanilarak arastirma tekrarlanabilir. Boylece ¢alismanin sonuglar: karsilastirilarak
daha ayirt edici bulgulara ulagilabilir. Arastirmanin diger bir sinirlilifi ise galisma
grubunun 14-18 yas aras1 8grenim gormekte olan ergenlerle sinirli olmasidir. Bundan
dolay: elde edilen sonuglarin bu yas grubundaki 6grencilere gore degerlendirilmesi
gerekmektedir.

Anahtar Kelimeler: Lise 6grencileri, elektronik saldirganlik ve yapisal esitlik modeli.






